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EXECUTIVE SUMMARY 
 
 
 

 
 
Recommendation that the Broward College District Board of Trustees authorize the amendment and 
annual agreement renewal with Accenture LLP  (ITN 19M-006 - Enterprise Resource Planning 
Implementation Program) for information technology professional services related to the implementation 
of new Workday features and enhancements to assist in College financial and operational needs utilizing 
the bid waiver (piggyback) Fiscal Impact: Estimated $50,000.00 (cumulative $358,000.00). 
 
Presenter(s):  Raj Mettai, Chief Information Officer 

 
What is the purpose of this contract and why is it needed? 

The purpose of this contract is to amend the existing contract with Accenture LLP to reflect an increase in the 
hourly rate from $240 to $250 and to include the annual agreement renewal for one year of additional Workday 
post production support services hours.  

The College procures professional services to assist with the implementation of new Workday product features 
and enhancements related specifically to the Finance/HCM modules. New product features are made available 
through Workday bi-annual releases and system updates. These services include: 

· Assistance with functional design and configuration changes 

· Assistance with the development of new integration and/or modification to existing integrations 

· Assistance with data conversion mapping and extractions 

· Assistance with the development of new reports, dashboards and metrics 

· Assistance with security configurations and settings  

As of July 15th, 2023, the College had about 43 post-production support hours remaining out of the 200 hours 
purchased under the current contract. These hours are estimated to be exhausted by August 1st, 2024 as the 
College continues to work on the State Healthcare System Development project which entails integrating our 
ERP system with the State's People First System. Thus, we need to purchase an additional 200 post production 
support services hours estimated at $50,000 to continue with the ERP integration as well as for configuration 
changes, modifications, and integrations related specifically to the Finance/HCM modules.   

What procurement process or bid waiver was used and why? The bid waiver exception used for this 
contract is piggyback. This is a piggyback of a publicly solicited contract awarded by Florida Gulf Coast 
University (FGCU) with Sierra-Cedar, Inc, now Accenture, LLP (ITN 19M-006-Enterprise Resource Planning 
Implementation Program) in accordance with FLDOE Rule 6A-14.0734(2)(c) and College Procedure 6AHx2-
6.34 which cites the following exception to the requirement to solicit competitive offers: "Purchases at the unit 
or contract prices established through competitive solicitations by any unit of government by law or a nonprofit 
buying cooperatives." By piggybacking this contract, the College is benefiting from the pricing and terms of the 
contract entered into by Florida Gulf Coast University (FGCU).   

Is this a budgeted expenditure from the budget established at the last June Board of Trustees meeting? 
Yes. 
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What fund, cost center and line item(s) were used? FD100, CC0086, NFR-25-00002, GLC65000.

Has Broward College used this vendor before for these products or services? Yes.

Was the product or service acceptable in the past? Yes.

Was there a return on investment anticipated when entering this contract? Yes.

Was that return on investment not met, met, or exceeded and how? Yes, our return on investment was met 
by continuing operations of the enterprise resource planning (ERP) system.

Does this directly or indirectly feed one of the Social Enterprise tactics and how? Not applicable.

Did the vendor amend Broward College’s legal terms and conditions [to be answered by the Legal Office]
if the College’s standard contract was used and was this acceptable to the Legal Office?

The General Counsel's office has reviewed the agreement and any deviation to the College's standard terms has 
been deemed acceptable.
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CHANGE ORDER #1 TO STATEMENT OF WORK #1 Workday Post-Production Support – Broward College

CHANGE ORDER #01
TO STATEMENT OF WORK #01

Workday Post-Production Support

This Change Order #01 (“Change Order”) effective as of the date last signed by a party (“Change Order Effective Date”)
amends the Statement of Work, Workday Post-Production Support Services FY2024 effective as of November 7, 2023 
(“SOW”) made by and between The District Board of Trustees of Broward College, Florida (“Client”) and Accenture LLP 
(“Accenture”) and is subject to the provisions of the MSA (as that term is defined in the SOW).  

All capitalized terms used in this Change Order which are undefined shall have the meanings set forth in the SOW. Except 
as expressly modified by this Change Order, all other terms of the SOW shall remain unmodified and in full force and effect.
In the event of an inconsistency among the MSA, SOW, and this Change Order, this Change Order shall govern. Accenture 
and Client agree to amend the following sections or provisions of the SOW, as follows:

1. CONTACTS
Accenture Contact: Nicole Schultheis Email: nicole.schultheis@accenture.com

Client Contact: Raj Mettai Email: rmettai@broward.edu

2. TERM 
Accenture Services for this Change Order will commence on the Change Order Effective Date and complete on August 29, 

2025.

3. BACKGROUND
Client has requested Accenture to continue providing post-production support services for the applicable functionality 
deployed during the Client’s Workday application implementation.

4. SERVICES, SCHEDULE, DELIVERABLES, AND RESOURCES
Services are not impacted by this Change Order. 

5. FEES & EXPENSES
The Fees and Expenses impacted by this Change Order are as noted below.

Accenture will perform its Services for the Change Order on time and materials basis at the rates set forth herein (Table 1) 
subject to the pre-purchased hours block. Based on the terms of this Change Order, Accenture estimates Committed Spend 
for its Services will be $50,000 plus applicable taxes and pre-approved actual expenses including, but not necessarily limited 
to, communications charges and supplies. Accenture’s fees will be based upon services actually performed (subject to the 
Committed Spend) and any actual expenses incurred. All fees and expenses will be paid in USD via electronic ACH or Wire 
Transfer.

Table 1: Roles and Rates

Roles Hourly Rate
Shared Services Team* $250
Industry: Associate Consultant / Report Developer $250
Industry: Functional Consultant / Technical Developer $270
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Industry: Senior Consultant / Senior Technical Developer $305
Industry: Solution Architect / Functional Practitioner $330
Industry: Senior Solution Architect / Project Manager $370
Industry:  Technology / Functional Lead $400
Industry: Delivery Lead / Subject Matter Expert $425

*Includes all levels of resources including Engagement Manager and dedicated support teams located in US, Canada, 
Europe and Philippines. 
** Rates are valid until August 29, 2025

Below is a summary of the Post-Production Support Hours for 2023-2024, as of July 15, 2024:

Summary Post-Production Support 2023-2024
Dollars Hours

Pre-Paid Budget $48,000.00 200
Nov 2023 - Oct 2024 ($37,680.00) 157
Remaining Value $10,320.00 43

*hours remaining based on the Shared Services 
rate of $240 

6. SIGNATURES
This Change Order may be signed in counterparts, each of which shall be deemed an original.

The Parties expressly agree that electronic signatures may be utilized for execution of this Change Order. The Parties 
acknowledge and agree that (i) the issuance of an electronic signature shall be valid and enforceable as to the signing Party 
to the same extent as an inked original signature; and (ii) these documents shall constitute “original” documents when 
printed from electronic files and records established and maintained by either Party in the normal course of business.

IN WITNESS WHEREOF, the parties have caused this Change Order to be executed by their duly authorized 
representatives as identified below and to be effective as of the Change Order Effective Date written above.

AGREED AND ACCEPTED

Accenture LLP: District Board of Trustees 
of Broward College, Florida: 

_________________________________ _________________________________  
Print Name: Print Name: 

_________________________________ _________________________________  
Signature: Signature:

_________________________________ _________________________________  
Title: Title:

_________________________________  _________________________________  
Date: Date:
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EXECUTIVE SUMMARY

Recommendation that the Broward College Board of Trustees authorize the one-year agreement with 
Accenture LLP for information technology professional services related to the implementation of new 
Workday features and enhancements to assist in College financial and operational needs through bid 
waiver exemption (piggyback).  Fiscal Impact: Estimated $48,000.00 (cumulative $371,000.00).

Presenter(s): Raj Mettai,

What is the purpose of this contract and why it is needed? The purpose of this contract is to procure 
professional services to assist with the implementation of new Workday product features and enhancements 
related specifically to the Finance/HCM modules.  New product features are made available through Workday 
bi-annual releases and system updates.  These services will include:

· Assistance with functional design and configuration changes

· Assistance with the development of new integration and/or modification to existing integrations

· Assistance with data conversion mapping and extractions

· Assistance with the development of new reports, dashboards and metrics

· Assistance with security configurations and settings 

What procurement process or bid waiver was used and why? The bid waiver exception used for this 
contract is piggyback. This is a piggyback of a publicly solicited contract awarded by Florida Gulf Coast 
University with Sierra-Cedar, Inc, now Accenture, LLP (ITN Number: ITN 19M-006-Enterprise Resource 
Planning Implementation Program) in accordance with Section 6A-14.0734(2)(c) , Florida Administrative Code 
which cites the following exception to the requirement to solicit competitive offers: "Purchases at the unit or 
contract prices established through competitive solicitations by any unit of government by law or a nonprofit 
buying cooperatives." By piggybacking this contract, the College is benefiting from the pricing and terms of the 
contract entered into by Florida Gulf Coast University.  

Is this a budgeted expenditure from the budget established at the last June Board of Trustees meeting? 
Yes.

What fund, cost center and line item(s) were used? The fund used is FD100. The cost center used is CC0158, 
NFR-24-000007, and line item is GLC 65000.

Has Broward College used this vendor before for these products or services? Yes.

Was the product or service acceptable in the past? Yes.

Was there a return on investment anticipated when entering this contract? No.

Was that return on investment not met, met, or exceeded and how? Yes, our return on investment was met by 
continuing operations of the enterprise resource planning (ERP) system.

(ITN Number: ITN 19M-006-Enterprise Resource 
Planning Implementation Program)

solicited contract awarded by Florida Gulf Coast 
University 
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Does this directly or indirectly feed one of the Social Enterprise tactics and how? This indirectly feeds the big 
bet "Guarantee Access to Higher Education; Empower Student Development." While the Broward College 
Finance and HCM ERP does not have a direct connection with the social enterprise plan, the system allows the 
College to continue financial and human resource operations.

Did the vendor amend Broward College’s legal terms and conditions [to be answered by the Legal Office] if the 
College’s standard contract was used and was this acceptable to the Legal Office?
This is the statement of work through a  piggybacked state university agreement.  The statement of work was 
determined to be legally sufficient.

FISCAL IMPACT:

Description: Estimated fiscal impact is $48,000.00 (estimated cumulative is $371,000.00). Cost Center information: BU202, FD100, 
CC00158, NFR-24-000007.

11/01/23 CC0158 · Information Technology ($48,000.00)

NFR-24-000007

HISTORY:

09/26/23 District Board of Trustees APPROVED

COMMENTS - Current Meeting:

Chair Yarbrough called for a motion to authorize the one-year agreement with Accenture LLP for information 
technology professional services related to the implementation of new Workday features and enhancements to 
assist in College financial and operational needs through bid waiver exemption (piggyback). Vice Chair 
Zachariah made the motion with a second by Trustee Agrawal. Vice Chair Zachariah abstained from the vote 
due to a conflict of interest. The motion passed unanimously.

RESULT: ADOPTED [UNANIMOUS]
MOVER: Zachariah Zachariah, Vice Chair
SECONDER: Akhil Agrawal, Trustee
AYES: Akhil Agrawal, Alexis Yarbrough, Mario Zanotti, Cindy Kushner
ABSTAIN: Zachariah Zachariah

Meeting of October 24, 2023

 Estimated fiscal impact is $48,000.00 

CC0158 · Information Technology

, FD100,
CC00158, NFR-24-000007.

 BU202,,
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STATEMENT OF WORK #1

Workday Post Production Support Services FY2024

WHEREAS, Sierra Cedar, Inc.  (“SCI”) and Florida Gulf Coast Univeristy (''FGCU") entered into a Master Services 
Agreement ("Agreement") dated May 30, 2019;

WHEREAS, on February 28, 2020, Accenture LLP (“Accenture”) acquired SCI’s rights and obligations pertaining to the 
Agreement (the “Transaction); and 

WHEREAS, as a result of the Transaction, SCI’s rights and obligations pertaining to the Agreement were assigned to 
Accenture, LLP effective June 1, 2020. 

This Statement of Work (“SOW”) is entered into as of the date last signed by a party (“SOW Effective Date”) by and 
between the District Board of Trustees of Broward College, Florida (“Client”) and Accenture pursuant to the Master 
Services Agreement, dated May 30, 2019, between Florida Gulf Coast Univeristy and Accenture (“MSA”).  All capitalized 
terms used in this SOW which are undefined shall have the meanings set forth in the MSA.  In the event of an 
inconsistency between this SOW and the MSA, this SOW shall govern. 

1 CONTACTS
Accenture Contact: Nicole Schultheis Email: nicole.schultheis@accenture.com

Client Contact: Raj Mettai Email: rmettai@broward.edu

2 TERM
Accenture’s Services (as defined below) will commence on the SOW Effective Date and complete on or about October 31,
2024.

3 BACKGROUND
Client has requested Accenture to provide certain post production support services for the applicable functionality deployed 
during the Client’s Workday application implementation, as directed by the Client, (the “Project”).

4 SERVICES

4.1 Accenture will provide  resources to perform the following services (“Services”) to assist the Client with the Project
as outlined below:

(a) Support for the Workday application functionality deployed as detailed in Exhibit A of this SOW.

(b) Maintenance of existing configuration, as well as any new configuration, coding or data loading activities in 
the following areas:

Data loading via iLoad - Client is responsible for providing valid data in the correct iLoad format.
Updates to existing Integrations (Studio, Enterprise Interface Builder (EIB) and Core Connector)
Development and testing of new Integrations
Updates to existing or creation of new reports
Updates to existing or creation of new Security roles
Updates to existing or creation of new Business processes

(c) Workday application troubleshooting

2 TERM
Accenture’s Services (as defined below) will commence on the SOW Effective Date and complete on or about October 31,Accent
2024.

DocuSign Envelope ID: 3514E49C-84E0-4B42-9228-3026EFA376D3

Contact No. W-2021-043-BM
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(d) Support for Workday application bi-annual software update including review of new scope and functionality

(e) Support for additional functionality loaded to production within the timeframe of this SOW

(f) Support for answering ad-hoc and how-to questions

(g) General knowledge transfer; consists of communicating about tasks performed by Accenture related to the 
Services herein.

4.2 Project Governance: At the Client’s request, Accenture will hold meetings monthly which will take place via 
conference call with Client to:

Review Project status and any open items that should be discussed and decided by both parties
Prioritize, plan, and schedule Project tasks for the Accenture team
Monitor quality of services

Accenture will provide a monthly status report showing the status of any open cases and hours remaining on the 
contract.

4.3 Support Process: Client will initiate the ticket in Accenture’s case management tool. Accenture will assign the 
ticket to the appropriate Accenture resource based on availability and skill set needed. Accenture will provide an 
estimate to the Client team for the number of hours it will take to resolve the ticket. Client may then decide to 
approve the work or close the request. If a ticket is estimated under or equal to five (5) hours or is marked Urgent / 
Critical, approval is not needed and the ticket will be worked to completion. Accenture shall not exceed the estimated 
hours without approval from Client. All time spent estimating is considered billable time.

Accenture will respond to each case in accordance with this SOW and will use commercially reasonable efforts to 
promptly resolve each case. Actual resolution time will depend on the nature of the case and the resolution itself. A 
resolution may consist of a fix, workaround or other commercially reasonable solution to the issue in Workday.

Accenture will respond via an update on the case management system to requests, which have been entered by 
Client within the targeted response and severity levels listed in Exhibit B of this SOW. This pertains only to the 
support provided by the Shared Services Team and not when industry-expert resources are assigned to the work.

4.4 Accenture Roles: Accenture will provide resources to perform the Services in this SOW based on the roles and 
rates provided in Table 1. In addition, the estimated budget amount includes project management resources, which 
is estimated to be approximately 15% of the total amount during the Term of the SOW.

4.5 Client Roles: Client will provide at a minimum one (1) point of contact that will act as coordinator for all support 
efforts. Responsibilities include but are not limited to; logging tickets through the case management system, 
answering questions, attending weekly status meetings, prioritizing open tickets, coordinating internal resources for 
follow up on open issues, responding to issues at point of escalation.

4.6 Location: The Services will be performed at Accenture’s facilities, and/or remotely. 

Unless otherwise agreed to in writing by the parties, the above describes Accenture’s complete scope of Services.

5 DELIVERABLES

There are no deliverables associated with this SOW.

DocuSign Envelope ID: 3514E49C-84E0-4B42-9228-3026EFA376D3
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6 CLIENT RESPONSIBILITIES AND ASSUMPTIONS

In addition to any other responsibilities or assumption described in this SOW, set forth below is a list of the 
obligations for which Client will be responsible, conditions on Accenture’s performance, and assumptions upon 
which Accenture relies in agreeing to perform the Services described in this SOW on the terms set out herein 
(collectively “Client’s Responsibilities”).  If any of Client’s Responsibilities are not performed or prove to be 
incorrect, it may cause changes to the Project schedule, fees and expenses, level of effort required, or otherwise 
impact Accenture’s performance of the Services described in this SOW, and Accenture shall have no liability with 
respect to its inability to perform the Services resulting therefrom.  Client shall grant to Accenture such additional 
time as is reasonable to provide the Services and/or the relevant Deliverables, as the case maybe, and shall pay 
to Accenture any additional fees necessary to compensate Accenture for any necessary additional effort or 
expenses. Any such change in fees shall be subject to the change control procedure.

6.1 Client acknowledges that there may be limitations with the Workday application(s) that do not permit the 
implementation of certain security measures, such as the ability to mask production data when used in a non-
production environment.  Notwithstanding such limitations, Client, as the data controller, directs Accenture, as the 
data processor, to proceed with the Services in relation to the Workday applications(s).

6.2 The Accenture resources assigned to this Project may be changed from time to time as needed. Client will be 
notified in advance of any planned project manager role changes.

6.3 No changes will be made to Client’s production system without written direction/permission from the Client.

6.4 If needed, Client will contract with Workday for one implementation tenant for the duration of this SOW. Final pricing 
is between Client and Workday and will fall under a separate agreement between the two parties.

6.5 Client hereby grants to Accenture a perpetual, worldwide, non-exclusive, irrevocable right and license to use, copy, 
modify and prepare derivative works of the Accenture work products.

6.6 Accenture is not providing any legal, tax or accounting service to Client nor interpretation of any laws or regulations
that may be applicable to Client and that may be related to the Services under this SOW. While Accenture personnel 
working on this Project may, through experience or specialized training or both, be familiar with the general 
regulatory environment in their capacity as information technology and management consulting professionals, they 
will perform Services under the direction of Client and its legal counsel regarding the specific legal and regulatory 
requirements under which Client operates. 

6.7 Accenture artifacts will be provided to Client in English.

6.8 Any work requested outside of normal business hours (8:00AM – 5:00PM CST) must be previously arranged and 
mutually agreed upon.

6.9 Where the scope or a request or the related workflow is dependent on other applications or functionality, such 
capability shall already exist and shall be available as requested for Accenture’s use.

6.10 Accenture will conduct unit testing as a result of any new configuration changes before the change is moved to 
production. Unit testing is a test of the specific configuration or integration coding or data loading described in the 
Client request. Client will be responsible for any further testing and for User Acceptance Testing (UAT) before any 
changes are moved to production.

6.11 If during support activities Accenture creates a new issue that was not previously present, Accenture will be 
responsible for the resolution of that issue at no charge. If Accenture identifies a new issue while testing a current 
case that issue will be reported to Client and the resolution of that issue will be billable. 

6.12 Updates to the Workday application including, but not limited to, the resolution of coding defects, patching of 
vulnerabilities, or other items not configurable by Workday certified implementers are considered out of scope for 
this SOW.

DocuSign Envelope ID: 3514E49C-84E0-4B42-9228-3026EFA376D3
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6.13 Accenture shall provide, as part of the Services, an Industry Standards based Multi-factor authentication (MFA) 
capability for Accenture, required for authentication to access Workday tenants provided. Details of how the MFA 
protocol must be implemented and assistance on implementation services are available from Accenture upon 
request.

6.14 Accenture shall not independently validate any information provided to it by the Customer, its agents or third parties 
and shall be entitled to rely upon the accuracy and completeness of such information.

6.15 Client is responsible for the timely coordination of internal and external resources necessary for Accenture to 
complete the services.

6.16 Client is responsible for taking appropriate Workday and relevant vendor training courses.  Training courses from 
Workday, Inc. are not included in the SOW scope.

6.17 Client is responsible to perform testing before any changes are moved to production. 

6.18 Client is responsible for end user training. 

6.19 Client is responsible for providing the connectivity for passing vendor interface files.

6.20 Client is responsible for providing appropriate support services, including access to appropriate documentation and 
tools, mutually deemed necessary in the performance of Accenture’s responsibility under this SOW, including but 
not limited to LAN, Internet and guest WIFI access, telephone, printing, duplicating services, and facilities access 
including building security badges.

6.21 Client will provide the required technology infrastructure to facilitate training and communications development and 
deployment efforts, such as adequate network bandwidth (for video), an Intranet and/or Learning Management 
System from which to deploy and optionally track training compliance.

6.22 Client is responsible for approving configuration changes to production environment.

6.23 Client IT organization is responsible for workstation compliance to Workday’s minimum technical requirements as 
provided by Workday.

6.24 Client is responsible for negotiating and executing a licensing contract with Workday, Inc., which is assumed to be 
completed before the Project start date.  All fees charged by Workday are the responsibility of Client, such as but 
not limited to training of Client employees and licensing fees.

6.25 All documentation required for SOX Compliance, internal audit, and other Client requirements are the responsibility 
of Client to create and maintain.

6.26 Client will commit the necessary resources and management involvement to support the Project and will make all 
decisions promptly and without delay.

6.27 Client will identify resources that will work alongside the Accenture resources assigned to this SOW in order to help 
facilitate appropriate knowledge transfer.

6.28 Client shall provide input, review, and participation during performance of the Services, including, without limitation, 
requirements gathering, design, working sessions, and day-to-day engagement tasks. Client shall be responsible 
for the timely participation of those Client employees who participate in the Client Project Team in the activities set 
forth in this SOW and will provide Accenture Personnel reasonable access to key users and technical personnel 
within Client's organization as agreed upon by the parties and as it relates to the performance of Services.

6.29 Client shall set overall direction for the Project team, make choices on direction, options and priorities, and take 
ownership for the outcomes.

6.30 Client shall be responsible for obtaining, at no cost to Accenture, consents for Accenture’s use of any third-party
products, including, but not limited to software (including purchase of any licenses), necessary for Accenture to 
perform its obligations under this SOW.

DocuSign Envelope ID: 3514E49C-84E0-4B42-9228-3026EFA376D3
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6.31 Client shall be responsible for the performance of other contractors or vendors engaged by Client in connection 
with the Project and ensuring that they cooperate with Accenture.

6.32 Any Confidential Information disclosed to third parties contracted by the Client shall be subject to the confidentiality 
obligations of the Agreement.

6.33 Client shall be responsible for determining whether to use or refrain from using any recommendation that may be 
made by Accenture. Client will be solely responsible for determining whether any Services provided by Accenture 
(i) meet Client’s requirements; (ii) comply with all laws and regulations applicable to Client; and (iii) comply with
Client’s applicable internal guidelines and any other agreements it has with third parties.

6.34 Notwithstanding the foregoing, at no time shall the resource be engaged by Client to perform or be required by 
Client to perform any tasks or work which is illegal and/or not normally performed within the duties and 
responsibilities of the resources described in this SOW.

7 FEES & EXPENSES
7.1 The estimated fees due for the Services under this SOW is $48,000.00 and the Client agrees to pre-purchase the 

committed spend amount (“Committed Spend”).

7.2 Accenture will perform its Services for the SOW on a time and material (for up to 200 hours if performed by shared
services team) basis at the rates set forth herein, subject to the Committed Spend. Based on the terms of this SOW, 
Accenture estimates Committed Spend for its Services will be $48,000 plus applicable taxes and pre-approved
actual expenses including, but not necessarily limited to, travel and lodging expenses, communications charges 
and supplies. Accenture’s fees will be based upon services actually performed (subject to the Committed Spend)
and any actual expenses incurred.  Table 1 provides the roles and hourly rates for the resources that may perform 
the Services under this SOW.

Table 1: Roles and Rates

Roles Hourly Rate
Shared Services Team * $240
Industry: Functional Specialist / Reporting Specialist $240
Industry: Associate Consultant / Report Developer $250
Industry: Functional Consultant / Technical Developer $270
Industry: Senior Consultant / Senior Technical Developer $305

Subject Matter Advisory Services
Industry: Architect / Functional Practitioner $330
Industry: Project Manager / Senior Architect $360
Industry: Delivery Lead / Technology Lead / Subject Matter Expert $400

* Includes all levels of resources including Engagement Manager and dedicated support teams located in US, 
Canada, Europe and Philippines

7.3 The Committed Spend in this SOW is divided into monthly amounts allocated over the Term (“Monthly Allocation”).

7.4 The Monthly Allocation will be used as the baseline for planning of staffing. With prior written agreement (e.g. email) 
between the parties, Client may use more than the Monthly Allocation for a given month.

7.5 Commited Spend less actual usage (“Available Budget”) will be tracked and provided monthly in the project status 
report. Accenture will notify Client if the Available Budget is less than 20% of the Committed Spend. Services will 
end once the Committed Spend has been met unless a Change Order to this SOW has been executed by the 
parties.

DocuSign Envelope ID: 3514E49C-84E0-4B42-9228-3026EFA376D3
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7.6 At the end of the term of the SOW, up to 50% of the Available Budget may be applied as a service credit into a 
renewed contract.  The remaining 50% of the Available Budget is forfeited.

7.7 Client will pay Accenture the invoice per the terms of the SOW. All fees and expenses will be paid in USD via 
electronic ACH or Wire Transfer.

7.8 The estimated fees above do not include any expenses including, but not necessarily limited to, travel and lodging
expenses, and all taxes, as applicable. All services under this SOW are anticipated to be delivered remotely. If 
travel is requested under this SOW, Client and Accenture will execute a mutually agreeable change order to 
document the anticipated travel expenses.

8 ADDITIONAL TERMS AND CONDITIONS

8.1 Accenture may have access to Client’s Personal Data stored within the Workday applications while performing 
Services. The general responsibilities of the parties with respect to the nature and purpose of such access, security 
controls and protocols, are subject to the Exhibit C of this SOW – “Data Processing and Security Addendum.”

8.2 The parties will work together to accommodate any changes or impacts to the Services (or delivery thereof) that 
are reasonably required to mitigate any impact of, or related to, any global or local health emergency or disease 
outbreak, including COVID-19 or such similar disease, and shall document the same in an agreed upon change 
order or amendment to the MSA.

8.3 Expiration of Offer – The offer set forth in this SOW and in the MSA, is valid only through November 15, 2023 and
in the event this SOW is not executed by such date, the offer is rescinded, and all terms therein are null and void.

AGREED AND ACCEPTED
Accenture Signature: Client Signature:

Name: Name:

Title: Title:

Date: Date:

Dr. Barbara J. Bryan

President

November 2, 2023

AGREED AND ACCEPTED

Date:

Name:

Title:

DocuSign Envelope ID: 3514E49C-84E0-4B42-9228-3026EFA376D3
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Exhibit A
Workday Functionality Deployed as of Contract Date

WORKDAY SOLUTION FUNCTIONAL AREA IN USE
FIN Adaptive Planning X
FIN Banking and Settlement
FIN Budgets X
FIN Business Assets
FIN Customer Accounts
FIN Endowment
FIN Expense Management X
FIN Grants Management X
FIN Financials X
FIN Inventory
FIN Procure-to-Pay X
FIN Projects
HCM Absence X
HCM Advanced Compensation X
HCM Benchmarking
HCM Benefits X
HCM Headcount Planning
HCM Human Captial Management X
HCM Learning X
HCM Payroll X
HCM Performance Management
HCM Recruiting X
HCM Time-tracking X
HCM Talent Optimization X
STUDENT Academic Advising
STUDENT Admissions
STUDENT Campus Engagement
STUDENT Student Financials
STUDENT Student Records
STUDENT Student Recruiting
STUDENT Financial Aid
CROSS-FUNCTIONAL Help, Journeys, People Experience, Request Framework
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Exhibit B
Targeted Response Levels and Severity Levels

Target Response Time: The acknowledgement time is calculated from the time a ticket is submitted with responsible 
information for the reviewer to assess the issue to the time that the ticket is put in work in progress. 90% of cases created
up to the monthly allocation will be acknowledged within the Targeted Response Time for Incident Management and 
Enhancements, as follows:

SILVER/RETAINER

Break/Fixes Enhancements General Inquiry
Severity 1 2 business hours 16 business hours 4 business hours
Severity 2 4 business hours 16 business hours 8 business hours
Severity 3 16 business hours 16 business hours 16 business hours
Severity 4 16 business hours 16 business hours 16 business hours

The Target Response Levels are only applicable for support provided by Shared Services Team and does not apply to 
support provided by Higher Education Team industry-expert resources.

Severity Levels: The Severity Levels are detailed below:

Severity Impact Example
Severity 1
Mission Critical Impact

Business Critical Work cannot 
be performed or the system is 
unavailable

• Tenant is unavailable for all users
• Payroll, time tracking, financial close significantly 

impacted
• Security exposes confidential information 

Severity 2
High Systems Impact

Normal business transactions 
are seriously affected and 
necessary tasks cannot be 
performed

• Benefits open enrollment window not opening, merit 
processing incorrect, financial statements incorrect

• Payroll incorrect for multiple employees

Severity 3
Moderate System 
Impact

Operations are affected but 
can be continued via 
workarounds

• Single paycheck is incorrect
• Incorrect benefit calculation
• Supervisory organizations or cost center data 

incorrect
Severity 4
Minor System Impact

Do not cause severe 
difficulties or deliverables

• Report has incorrect field or calculation
• Misspelling or grammar in tenant or on reports
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Exhibit C
Data Processing and Security Addendum

This Data Processing and Security Addendum (“Addendum”) describes the responsibilities of the parties with respect to 
the processing and security of any Client Personal Data in connection with the Services provided under the SOW. This
Addendum is subject to the terms and conditions of the Agreement, and will be deemed part of the SOW.  Terms not 
defined below shall have the meaning set forth in the SOW or Agreement. In the event of a conflict between the 
Agreement or SOW and this Addendum, this Addendum shall prevail.  At the time of signing this Addendum, the Client 
does not anticipate that it will provide Accenture with access to Client Personal Data that is protected by Data Protection 
Laws, such as the Family Educational Rights & Privacy Act (“FERPA”) or the Florida Information Protection Act.   If Client 
is required to provide Accenture with access to such Client Personal Data to perform Services under the SOW, as a 
condition to those Services being performed by Accenture, Client may require an amendment to this Addendum to be 
executed by the parties to address any additional Client confidentiality and data protection concerns.

1. Definitions.
(a) “Business Contact Information” means the names, mailing addresses, email addresses, and phone numbers 

regarding the other party’s employees, directors, vendors, agents and customers, maintained by a party for its 
own business purposes as further described in Section 9 below.

(b) “Client Personal Data” means client-owned or controlled personal data provided by or on behalf of Client to 
Accenture or an Accenture affiliate or subcontractor for processing under the SOW. Unless prohibited by 
applicable Data Protection Laws, Client Personal Data shall not include information or data that is anonymized, 
aggregated, de-identified and/or compiled on a generic basis and which does not name or identify a specific 
person.

(c) “Data Protection Laws” means all applicable data protection and privacy Laws that apply to the processing of 
personal data under the SOW, including, as applicable, the EU General Data Protection Regulation 2016/679 
(“GDPR”), the Federal Data Protection Act of 19 June 1992 (Switzerland), the [UK Data Protection Law post-
Brexit], and any US state or federal Laws or regulations pertaining to the collection, use, disclosure, security or 
protection of personal data, or to security breach notification, e.g., the California Consumer Privacy Act of 2018 
(“CCPA”).

(d) “Information Security Incident” means a breach of Accenture’s security leading to the accidental or unlawful 
destruction, loss, alteration or unauthorized acquisition, disclosure, misuse or access to unencrypted Client 
Personal Data transmitted, stored or otherwise processed by Accenture.

(e) “Subprocessors” means third parties authorized under the terms of this Addendum to have access to and process 
Client Personal Data in order to provide a portion of the Services.

(f) The terms “controller,” “data subject,” “de-identification,” “personal data,” “process,” “processing,” “processor,” 
“pseudonymize,” “sale,” “service provider” and “supervisory authority” as used in this Addendum have the 
meanings given to any equivalent terms in the applicable Data Protection Laws, as relevant.

2. Roles of the Parties; Compliance with Data Protection Laws.
(a) Each party will comply with the requirements of the Data Protection Laws as applicable to such party with respect 

to the processing of the Client Personal Data.
(b) Client warrants to Accenture that it has all necessary rights to provide the Client Personal Data to Accenture for 

the processing to be performed in relation to the Services and agrees that Client shall be responsible for obtaining 
all necessary consents, and providing all necessary notices, as required under the relevant Data Protection Laws 
in relation to the processing of the Client Personal Data.

(c) Accenture will process the Client Personal Data only in accordance with Client’s documented processing 
instructions as set forth in the Agreement, including this Addendum and the SOW, unless otherwise required by 
law.

(d) If Accenture is acting as a subprocessor in relation to any Client Personal Data (i.e., the data owner/controller is 
an entity other than Client), Client warrants to Accenture that Client’s instructions with respect to the Client 
Personal Data have been authorized by the applicable data owner/controller, including the appointment of 
Accenture as a subprocessor.

(e) Except as otherwise set forth in the applicable SOW, (i) Accenture is a service provider and/or processor with 
respect to the Client Personal Data; and (ii) Client is an owner / controller or service provider / processor, as 
applicable, of the Client Personal Data.

(f) The applicable SOW shall set out (i) the subject matter and duration of the processing; (ii) the nature and purpose 
of the processing; and (iii) the type of personal data and categories of data subjects involved.

3. Disclosure and Use of Data. 
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(a) When providing or making available Client Personal Data to Accenture, Client shall only disclose or transmit 
Client Personal Data that is necessary for Accenture to perform the applicable Services.

(b) Accenture shall not: 
(i) sell any Client Personal Data;
(ii) retain, use or disclose any Client Personal Data for any purpose other than fulfilling its obligations and 

performing services in accordance with the Agreement; or
(iii) retain, use or disclose the Client Personal Data outside the direct business relationship between 

Accenture and Client, as set forth in the Agreement, including this Addendum and the SOW, unless 
otherwise required by law.

(c) Following expiration or termination of the provision of Services relating to the processing of Client Personal Data, 
or at Client’s request, Accenture shall (and shall require that its sub-processors) promptly and securely delete (or 
return to Client) all Client Personal Data (including existing copies), unless otherwise required or permitted by 
applicable laws. Unless otherwise agreed, Accenture will comply with any Client deletion instruction as soon as 
reasonably practicable and within a maximum period of 180 days.

(d) Client agrees that execution of the SOW by Accenture shall be deemed to constitute any certification that is 
required under applicable Data Protection Law to the restrictions on sale, retention, use, or disclosure of Client 
Personal Data herein.

(e) Notwithstanding subsection (b) above, in the course of providing the Services, Accenture may anonymize, 
aggregate, and/or otherwise de-identify Client data (“De-Identified Data”) and subsequently use and/or disclose 
such De-Identified Data for the purpose of research, benchmarking, improving Accenture's offerings generally, or 
for another business purpose authorized by applicable Data Protection Law provided that Accenture has 
implemented technical safeguards and business processes designed to prevent the re-identification or inadvertent 
release of the De-Identified Data.

4. Security Obligations.
(a) Each party shall implement appropriate technical and organizational security measures to safeguard Client 

Personal Data from unauthorized processing or accidental loss or damage, as further described in Attachment 1
to this Addendum (“Data Safeguards”) and the SOW.

(b) Taking into account the ongoing state of technological development, the costs of implementation and the nature, 
scope, context and purposes of the processing of the Client Personal Data, as well as the likelihood and severity 
of risk to individuals, Accenture’s implementation of and compliance with the security measures set forth in 
Attachment 1 and the applicable SOW is designed to provide a level of security appropriate to the risk in respect 
of the processing of the Client Personal Data.

5. Additional Accenture Responsibilities.
(a) Documentation, Audits and Inspections.  Accenture shall make available to Client information reasonably 

requested by Client to demonstrate Accenture’s compliance with its obligations in this Section and submit to 
audits and inspections by Client (or Client directed third parties) in accordance with a mutually agreed process 
designed to avoid disruption of the Services and protect the confidential information of Accenture and its other 
clients.  As required by applicable law, Accenture shall inform Client if, in Accenture’s opinion, any Client audit 
instruction infringes upon any applicable Data Protection Law. Client shall be solely responsible for determining 
whether the Services and Accenture’s security measures as set forth in Attachment 1 and the applicable SOW 
will meet Client’s needs, including with respect to any Data Protection Laws.

(b) Data Subject and Supervisory Authority Requests.  As required by law and taking into account the nature of 
the Services provided, Accenture shall:

(i) provide assistance to Client as reasonably requested with respect to Client’s obligations to respond to 
requests from Client’s data subjects as required under applicable Data Protection Laws. Accenture 
will not independently respond to such requests from Client’s data subjects, but will refer them to 
Client, except where required by applicable Data Protection Law; and

(ii) provide assistance to Client as reasonably requested if Client needs to provide information (including 
details of the Services provided by Accenture) to a competent supervisory authority, to the extent that 
such information is solely in the possession of Accenture or its Subprocessors.

(c) Privacy / Data Protection Impact Assessments. As required by law and taking into account the nature of the 
Services provided and the information available to Accenture, Accenture shall provide assistance to Client as 
reasonably requested with respect to Client’s obligations to conduct privacy / data protection impact assessments 
with respect to the processing of Client Personal Data as required under applicable Data Protection Laws. 

6. Subprocessors. Client specifically authorizes the engagement of Accenture’s affiliates as Subprocessors and 
generally authorizes the engagement of other third parties as Subprocessors as identified in the applicable SOW.
Accenture shall contractually require (including via intra-company agreements with respect to affiliates) any such 
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Subprocessors to comply with data protection obligations that are at least as restrictive as those Accenture is required 
to comply with hereunder.  Accenture shall remain fully liable for the performance of the Subprocessor.  Accenture 
shall provide Client with written notice of any intended changes to the authorized Subprocessors and Client shall 
promptly, and in any event within 10 business days, notify Accenture in writing of any reasonable objection to such 
changes.  If Client’s objection is based on anything other than the proposed subprocessor’s inability to comply with 
agreed data protection obligations, then any further adjustments shall be at Client’s cost.  Any disagreements 
between the parties shall be resolved via the contract dispute resolution procedure.

7. Cross-Border Transfers of Client Personal Data.
(a) Transfers of EEA Data.  Subject to subsection (c) below, the parties shall rely on the EU Standard Contractual 

Clauses for the Transfers of Personal Data to Processors Established in Third Countries, dated 5 February 2010 
(2010/87/EU) as amended from time to time (the “EU Standard Contractual Clauses”) to protect Client Personal 
Data being transferred from a country within the European Economic Area to a country outside the European 
Union not recognized by the European Commission as providing an adequate level of protection for personal 
data.  Where the transfer relies on the EU Standard Contractual Clauses, the Client, acting as data exporter, shall 
execute, or shall procure that the relevant Client entities execute, such EU Standard Contractual Clauses with the 
relevant Accenture entity or a third-party entity, acting as a data importer.

(b) Transfers of non-EEA Data.  Subject to subsection (c) below, in the event that Client Personal Data is to be 
transferred from a country not within the European Economic Area to any other country in connection with the 
provision of Services under the Agreement, where required by applicable Data Protection Law, the parties shall 
enter into a data transfer agreement to ensure the Client Personal Data are adequately protected. Client, acting 
as data exporter, shall execute, or shall procure that the relevant Client entities execute, such Data Transfer 
Agreement, with the relevant Accenture entity or a third-party entity, acting as a data importer.

(c) Accenture BCR-P. If and when Accenture is authorized for Binding Corporate Rules for Processors, the parties 
shall rely on such Binding Corporate Rules for Processors to cover any cross-border transfer of Client Personal 
Data to Accenture, provided that Accenture (i) maintains and extends the applicable authorization of its Binding 
Corporate Rules for Processors for the duration of the applicable SOW; (ii) promptly notifies Client of any 
subsequent material changes in such authorization; and (iii) downstreams all of its applicable data protection 
obligations under its Binding Corporate Rules for Processors to Subprocessors by entering into appropriate 
onward transfer agreements with any such Subprocessors.

8. Information Security Incidents.  Accenture shall maintain procedures to detect and respond to Information Security 
Incidents.  If an Information Security Incident occurs which may reasonably compromise the security or privacy of 
Client Personal Data, Accenture will promptly notify Client without undue delay. Accenture will cooperate with Client in 
investigating the Information Security Incident and, taking into account the nature of the Services provided and the 
information available to Accenture, provide assistance to Client as reasonably requested with respect to Client’s 
breach notification obligations under any applicable Data Protection Laws.

9. Use of Business Contact Information. Each party consents to the other party using its Business Contact 
Information for contract management, payment processing, service offering, and business development purposes
related to the Agreement and such other purposes as set out in the using party’s global data privacy policy (copies of 
which shall be made available upon request).  For such purposes, and notwithstanding anything else set forth in the 
Agreement or this Addendum with respect to Client Personal Data in general, each party shall be considered a 
controller with respect to the other party’s Business Contact Information and shall be entitled to transfer such 
information to any country where such party’s global organization operates. 

10. Changes in Laws.  In the event of (i) any newly enacted Data Protection Law, (ii) any change to an existing Data 
Protection Law (including generally-accepted interpretations thereof), (iii) any interpretation of a new or existing Data
Protection Law by Client, or (iv) any material new or emerging cybersecurity threat, which individually or collectively 
requires a change in the manner by which Accenture is delivering the Services to Client, the parties shall agree upon 
how Accenture’s delivery of the Services will be impacted and shall make equitable adjustments to the terms of the 
Agreement and the Services in accordance with the Change Control Procedures. 
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Attachment 1 to Exhibit C

Data Safeguards for Client Data

These data safeguards (“Data Safeguards”) set forth the security framework that Client and Accenture will follow with 
respect to protecting Client Data in connection with the Agreement.  In the event of a conflict between these Data Safeguards
and any terms and conditions set forth in the Agreement, the terms and conditions of these Data Safeguards shall prevail. 

I. Security Standards.
1. General Obligations. Each Party will:

maintain and comply with globally applicable standards, policies and procedures intended to protect data within 
their own respective environments (e.g., systems, networks, facilities) and such standards will govern and 
control in their respective environments;
comply with the other Party’s standards when accessing or operating within the other Party’s environments; 
and
provide timely notice of any changes to such standards that may materially degrade the security of the Services. 

2. Client Standards. Accenture will abide by Client's policies and standards when accessing or operating within 
Client's environments, given that those policies and standards have been provided or made available in writing.

3. Accenture Standards.  Accenture’s applicable security standards are as set out online, accessible here: 
https://www.accenture.com/client-data-safeguards.

II. Vulnerabilities in Client Systems. Unless otherwise expressly agreed in the Agreement or applicable SOW, and 
except with respect to vulnerabilities caused by Accenture’s breach of its obligations under the Agreement or applicable 
SOW, Client is responsible to remediate any vulnerabilities in Client Data or Client systems at Client’s cost. In the event 
Client fails to remediate a security vulnerability in Client Data or Client systems, Accenture will not be liable for the 
consequences resulting from such security vulnerability, including a data security breach, except to the extent such 
security vulnerability resulted from Accenture’s breach of its obligations under the Agreement or applicable SOW.

III. Remote Work. Accenture personnel may perform the Services or any portion of the Services remotely, provided 
that performing remotely does not (i) adversely impact Accenture’s ability to perform its obligations under the 
Agreement; or (ii) require any increase to the Fees. For Services provided on a remote basis, any contractual 
requirements to provide physical and environmental security controls (e.g., secure bays; security guards; CCTV) at 
the Accenture service locations will not apply to remote work locations. In addition, where Accenture personnel are 
required to access Client systems from a remote work location, such access will only occur using devices and 
access points approved by Client.
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